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Preface

As Chair of the OECD Task Force on Tax Crimes and Other Crimes (TFTC), | am honoured to present the
second edition of Fighting Tax Crime — The Ten Global Principles. The new edition includes counter-
strategies for tackling professionals who enable tax and other white collar crimes, successful case studies
on recovering virtual assets (such as crypto-currencies) and best practices in international co-operation in
the fight against tax crimes. It further compiles country reports of 33 jurisdictions, including 27 OECD
members. All of these jurisdictions are working with the shared aim of the full global implementation of the
Ten Global Principles, establishing a common tax enforcement and tax investigation standard to enhance
international cooperation, and build trusted relationships between the organisations responsible for tax
crime investigation. These Ten Global Principles are now complemented by the Tax Crime Investigation
Maturity Model, allowing jurisdictions to self-evaluate to what extent the Ten Global Principles are
implemented and practised in their domestic tax investigation branch, and providing them with a clear
pathway to possible further improvements.

The TFTC, founded in 2010 as a successor to the small Sub-Group on Tax Crimes and Money Laundering,
also deals with issues closely related to, and often intertwined with tax crime, such as money laundering,
terrorism financing and corruption, as well as cross-cutting issues such as the “whole of government
approach” set out in the OECD Oslo Dialogue. The list of reports published by the TFTC over the last ten
years is impressive and these reports and other material relevant to the fight against tax crime and other
crimes can be found on the OECD website.

For more than 20 years | have been the Head of the Strategic Anti-Fraud Division of the Federal Ministry
of Finance in Austria, and | have to say that the creation of the TFTC, a unique body then and now, was a
hugely important milestone in enhancing the international efforts to tackle tax crime and other crimes. | look
back with pride on my involvement as in this group and its extensive work programme from the outset.

An outstanding achievement of the OECD’s work in the enforcement area is connecting the fight against
tax crimes with the fight against money laundering. The OECD Council Recommendations on tax
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measures for further combatting bribery of foreign officials in international business transactions, and to
facilitate co-operation between tax and other law enforcement agencies to combat serious crimes,
represent crucial steps for effective sharing of information between tax administrations, other law
enforcement agencies and financial intelligence units. Furthermore, it is encouraging to see the OECD
working on expanding international co-operation in the fight against tax crimes, including in the recovery
and repatriation of assets that are derived of tax crimes.

For the future, | will take this opportunity to highlight three priority areas in particular.

First, the importance of supporting developing countries and their tax administrations in building capacity
for successful tax crime investigations. In a world increasingly economically interlinked, economic and
financial threats such as cross-border VAT and other forms of tax fraud, money laundering, corruption and
illicit financial flows, affect all jurisdictions, both developed and developing. Furthermore, without a full
range of instruments and capacities to fight tax crimes, developing countries may struggle to secure a
more sustainable economic future. Consequently, the OECD International Academy for Tax and Financial
Crime Investigation was launched in 2013 in Ostia, followed in the years between 2017 and 2019 by the
establishment of regional centres for Africa in Nairobi, for Latin America in Buenos Aires and for Asia-
Pacific in Tokyo. My sincere hope is that the Academy functions as a knowledge hub for all developing
and developed countries, enabling them to better fight tax evasion and other tax crimes, including
international tax schemes and illicit financial flows.

Second, we need to look closely at the effectiveness of current information sharing practices and policies.
While it is, of course, of great importance to safeguard the confidentiality of taxpayer information, this can
be an important source in risk assessing for tax crimes and money laundering. In particular, | believe we
should look further at how the extensive information on financial accounts held by taxpayers outside of
their jurisdiction of residence, that is now exchanged automatically under the OECD Common Reporting
Standard, can also be accessed in a timely and efficient manner by financial intelligence units. There are,
of course, a number of important issues to be considered, but | hope that the TFTC can help to build an
evidence base of why the sharing of such information can be an important tool in tackling tax crime.

Third, and in a similar vein, | hope that the TFTC can also provide impetus to deliberations on the sharing
of beneficial ownership information between criminal investigators, hopefully in closer to real-time. Many
crimes are facilitated through shell companies which operate across multiple jurisdictions. Under traditional
exchange of information request procedures, the time required to track such companies and understand
the intricate linkages that can exist, can end up frustrating criminal investigations in some cases. In an
interconnected world, where technology can achieve so much so quickly, this is an area where we can
surely do better.

Finally, may | again commend to you the second edition of the Ten Global Principles, which should guide
us and our partner administrations on how to work most effectively together in the fight against tax crime.

Let's continue to collaborate, communicate and cooperate.
. ‘f‘" /
e ¥ L

|

Herwig Heller
Chair 2019-2021, OECD - TFTC

Director of Anti-Fraud, Federal Ministry
of Finance of Austria
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Foreword

First published in 2017, Fighting Tax Crime — The Ten Global Principles is the world’s first comprehensive
guide to fighting tax crimes. Its ten essential principles cover the legal, institutional, administrative, and
operational aspects necessary for putting in place an efficient system for fighting tax crimes and other
financial crimes, while ensuring taxpayers’ rights are respected. This second edition addresses new
challenges, such as tackling professionals who enable tax and white-collar crimes, and fostering
international co-operation in the recovery of assets. Drawing on the experience from jurisdictions in all
continents, the report also highlights successful cases relating to virtual assets, complex investigations
involving joint task forces, and the use of new technology tools to fight tax crimes and other financial crimes.
Individual chapters accompany the report, where jurisdictions have benchmarked their domestic
framework against the Ten Global Principles.

This document was prepared by the OECD Centre for Tax Policy and Administration (CTPA) and was
approved by the OECD Task Force on Tax Crimes and Other Crimes and by the Committee on Fiscal
Affairs. The data included in this document was submitted by and under the responsibility of the relevant
authorities of each participating jurisdiction, and the Secretariat has not verified its accuracy. The second
edition of this report was prepared by Marcos Roca of the OECD Secretariat under the supervision of
Melissa Dejong and Peter Green. The authors are thankful to all participating jurisdictions who actively
engaged in this project despite the constraints imposed by the COVID-19 pandemic.

This report was approved by the Committee on Fiscal Affairs on 4 June 2021 and prepared for publication
by the OECD Secretariat.
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Executive Summary

As the world emerges from the COVID-19 pandemic, tax and other financial crimes are more global than
ever which, if unchecked, can undermine the rule of law as well as public confidence in the legal and
financial system. Technological developments are also leading to the emergence of new risks including
through the growth of cybercrimes, the increasing misuse of cryptocurrencies and a new breed of
sophisticated professional enablers able to create opaque structures and move money increasingly in real-
time.

As the world recovers from the effects of the pandemic, fighting tax crimes takes on a new imperative. This
calls for increasing international co-operation and for all jurisdictions to have a robust domestic set of legal
and operational tools in place to effectively detect, disrupt and sanction tax crime offenders and the
enablers of tax crime.

In support of these objectives, this guide updates the first edition of the Ten Global Principles for Fighting
Tax Crimes, which has been highly influential in providing an internationally recognised framework against
which countries can benchmark themselves and take inspiration. The Ten Global Principles cover the full
range of tools that countries should strive for, from having comprehensive laws in place that criminalise
tax offences, to the establishment of an overarching tax crime strategy for detecting threats and targeting
criminal activity, as well as having the mechanisms in place to confiscate the proceeds of the offence after
a conviction.

This new edition of the Ten Global Principles provides an update on their implementation around the globe,
with 33 country chapters setting out both the progress that has been made as well as recommendations
for further improvements. The report also highlights the value of tax crime investigation agencies, both in
monetary terms and in the impact they have on the disruption of crime and on maintaining public
confidence. While this report calls for granting tax crime agencies a wide range of investigative and
enforcement powers, it also stresses the importance of suspects’ rights in the course of an investigation,
including the presumption of innocence, the right to a lawyer, and access to full disclosure of incriminatory
evidence.

Drawing from the first edition, published in 2017, from further work by the OECD Task Force on Tax Crimes
and Other Crimes (TFTC), and from inputs received by 33 jurisdictions, the second edition of the Ten
Global Principles shows that, overall, jurisdictions continue to enhance their abilities to tackle tax crime,
both domestically and internationally. All surveyed jurisdictions have comprehensive laws in place that
criminalise tax offences, and the ability to apply strong penalties, including lengthy prison sentences,
substantial fines, asset forfeiture and a range of alternative sanctions. Jurisdictions generally have a wide
range of investigative and enforcement powers in place as well as access to relevant data and intelligence.
Nearly all participating jurisdictions consider tax crimes as predicate offences for money laundering.
Suspects’ rights are nearly universally understood in the same way and enshrined in law.

However, as noted above, tax crimes are changing as criminals employ new technology tools and cross-
border offences are becoming more widespread. The second edition of this report underlines that
jurisdictions need to engage actively in cross-border co-operation in the fight against tax crimes, including
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through the use of information-sharing mechanisms, and by incorporating counter-strategies against
professional enablers into their national strategies. As cases become more complex, setting up joint
taskforces and intelligence-sharing groups, both in the domestic and international arena, becomes
increasingly important.

Recommendations

This new edition of the 10 Global Principles guide recommends that jurisdictions benchmark themselves
against each of the Principles. This includes identifying areas where changes in law or operational aspects
are needed, such as increasing the type of investigative or enforcement powers, expanding access to other
government-held data, developing or updating the strategy for addressing tax offences, and taking greater
efforts to measure impacts.

It also recommends that jurisdictions that have committed to support capacity building for developing
jurisdictions in tax matters, including through the Addis Tax Initiative or the G7 Bari Declaration, consider
how they can best work with developing jurisdictions to enhance tax crime investigation and promote the
wider adoption of the Ten Principles. Options include providing expert trainers for the OECD International
Academy for Tax and Financial Crime Investigation, joining the pilot Tax Inspectors without Borders
programme for Criminal Investigations, supporting the roll-out of the Tax Crime Investigation Maturity
Model and through other regional or bilateral initiatives.

The Task Force on Tax Crimes and Other Crimes (TFTC) will continue its work in facilitating international
co-operation on fighting tax crime, particularly on issues where multilateral action is required to address
common challenges, such as asset recovery and tackling professional enablers.

This could also include collaborating to create an agreed strategy for addressing tax crimes that have
cross-border elements. Drawing from the experience of existing initiatives, such a strategy could include
mechanisms for cooperation on identifying risks, including potentially widening available data sources, and
for ensuring that data and information sharing agreements are available and work well in practice.
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Overview of the Ten Global
Principles

This guide is part of the OECD’s ongoing work on the Oslo Dialogue, a whole of government approach to
fighting tax crimes and other financial crimes. The second edition of the Ten Global Principles draws from
countries’ experience in applying the first edition of the report, published in 2017, from the work conducted
by the OECD Task Force on Tax Crimes and Other Crimes (TFTC) since then, and from specific inputs
received from more than 30 jurisdictions across the world.

The second edition of this report analyses successful case studies and best practices, as described by
participating jurisdictions, while defining emerging trends in the field of tax crimes in particular, and financial
crimes in general. It also draws on the recent OECD publications on the Tax Crime Investigation Maturity
Model (OECD, 2020;1;) and “Ending the Shell Game: Cracking Down on the Professionals who enable Tax
and White Collar Crimes” (OECD, 20212).

Drawing on the knowledge and experience of government agencies around the world, this guide sets out
Ten Global Principles for effectively fighting tax crime. Each Principle is described, and supplemented with
examples and current practices from around the world.

This guide is intended to serve three purposes:

1. Allowing jurisdictions to benchmark their legal and operational framework to identify successful
practices to improve their processes and systems for fighting tax crimes;

2. Allowing the measurement and tracking of the progress of jurisdictions through regular updates

3. Allowing jurisdictions to articulate their needs for training for both developing and developed
jurisdictions, including by incorporating the guide into the OECD International Academy for Tax
and Financial Crime Investigation” curriculum.

Naturally, jurisdictions’ implementation of the Ten Global Principles reflects the broader context of their
legal system, administrative practice and culture. It is up to each jurisdiction to decide how best to
implement the Ten Global Principles in a manner that is most appropriate in the context of, and most
consistent with, its legal framework, the organisational structure for fighting tax crimes and compliance with
the jurisdiction’s commitments and obligations under international standards, conventions and, in the case
of European Union member states, European Union law.

In addition, each jurisdiction has a different definition of tax crime, and a different organisational structure
for investigating tax crime and other financial crimes. As such, in this report, references to “tax crime” are
intended to mean intentional conduct that violates a tax law and can be investigated, prosecuted and
sentenced under criminal procedures within the criminal justice system. This definition is intended to be
broad enough to accommodate the different legal definitions that may apply under domestic law. It is
intended to cover the violation of both income tax law obligations, as well as indirect tax obligations (such
as VAT or GST). This report does not include other financial crimes such as the violation of customs and
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excise taxes, corruption, bribery or money-laundering laws, although of course will be of relevance in those
areas as well.

This guide presents a picture of current practices in order to help jurisdictions to review and evaluate their
own implementation of the Ten Global Principles, especially in comparison to relevant peers. This guide
includes tables and charts reflecting statistical and other data supplied by 33 jurisdictions in response to a
survey conducted through 2019 to early 2021. However, comparisons should be made with considerable
care in the absence of uniform law and practices across jurisdictions. In particular, the statistics compiled
cannot adjust for variations in terminology (legal terms and definitions), tax and legal systems; the size and
population of jurisdictions and size of respective tax administrations; different approaches to tax risk and
overall rates of compliance; and other compliance approaches / strategies applied (such as any preference
for civil penalties over criminal prosecutions in particular circumstances). As such, the statistics in this
guide should not be considered in isolation, but in the context of a jurisdiction’s broader approach to tax
compliance and fighting financial crimes.

This guide is accompanied of individual country chapters in which jurisdictions have benchmarked
themselves against the Ten Global Principles. While the intention is that this report will stay as an open
document, available for any jurisdiction willing to participate in the benchmarking exercise in the future, the
statistics and successful case studies in this edition were last updated in April 2021, and comprise data
from Argentina, Australia, Austria, Azerbaijan, Brazil, Canada, Chile, Colombia, Costa Rica, Czech
Republic, Estonia, France, Georgia, Germany, Greece, Honduras, Hungary, Iceland, Ireland, Israel, Italy,
Japan, Korea, Mexico, Netherlands, New Zealand, Norway, South Africa, Spain, Sweden, Switzerland, the
United Kingdom and the United States.

References

OECD (2021), Ending the Shell Game: Cracking down on the Professionals who enable Tax and White
Collar Crimes, OECD, https://www.oecd.org/tax/crime/ending-the-shell-game-cracking-down-on-the-
professionals-who-enable-tax-and-white-collar-crimes.htm.

OECD (2020), Tax Crime Investigation Maturity Model, OECD, https://www.oecd.org/tax/crime/tax-crime-
investigation-maturity-model.htm.

Note

' OECD International Academy for Tax and Financial Crime Investigation, available at:
https://www.oecd.org/tax/crime/tax-crime-academy.
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Principle 1 Ensure tax offences are
criminalised

Jurisdictions should have the legal framework in place to ensure that
violations of tax law are included as a criminal offence, and that effective
sanctions apply in practice.

Introduction

1. Most taxpayers voluntarily comply with their tax obligations. However, some taxpayers persevere
in being non-compliant and use any means to evade their tax obligations. It is in respect of those taxpayers,
for whom support and monitoring does not improve compliance, that criminal law plays an important role.
Moreover, it enhances the general preventive effect that criminal law enforcement can have and reduces
non-compliance.

2. Jurisdictions draw different conclusions as to precisely when the application of the criminal law is
warranted. The provisions of the criminal law define the actions that are designated as tax crimes as well
as the type of criminal sanctions that are considered appropriate. These defined actions and criminal
sanctions will not be the same in all jurisdictions.

3. Wherever dividing lines between non-compliant behaviour and criminal behaviour are drawn, it is
important that jurisdictions have the possibility of applying criminal sanctions in respect of violations of the
tax law. From a preventive point of view, this is for several reasons:

i. to send a message about the integrity, neutrality and fairness of the law (that is, that nobody is
above the law)

ii. to act as a general deterrent for those people that could be tempted to evade their tax obligations
if the opportunity arose, by providing serious reputational and punitive consequences of such
activity;
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iii. to act as a specific deterrent for an individual that has been convicted and sanctioned in the past,
so that they might be discouraged from doing so again. Actual enforcement of penal provisions for
the purposes of punishment for those that have decided not to comply is essential for both doing
justice and strengthening the credibility of the penal provisions and the legal system itself.

4. The criminalisation of violations of tax law also ensures the availability of criminal investigative and
enforcement powers that are necessary to find the truth regardless of the co-operation of the accused. In
some jurisdictions this also provides for a basis for domestic co-operation with other law enforcement
agencies under criminal law and international co-operation, for example, under an MLAT.

5. The precise way of criminalising violations of tax law will vary from one jurisdiction to another.
Each jurisdiction has a different legal system, which reflects and interacts with the particular culture, policy
and legislative environment.

6. Whatever the particular details of the legal framework are, it will be most effective if:

e The law clearly defines the tax offences that are criminalised;

e A criminal sanction applies if the offence is proven;

e More serious offences are punishable by more serious criminal sanctions; and
e Criminal sanctions are applied in practice.

The law clearly defines the tax offences that are criminalised

7. The offences within the tax crime category may be defined in a general manner to capture a wide
range of activities such as criminal actions that intend to defraud the government. A different approach is
where the law sets out the specific offences in more detail, each with individual requirements as to the
precise actions that constitute a crime.

8. Whichever definitional approach is taken, jurisdictions may also take different approaches to the
threshold at which an act is classified as an offence. For instance, jurisdictions may criminalise actions
starting from non-compliance, such as any deliberate failure to correctly file a tax return. Some other
jurisdictions may apply the criminal law starting from a higher threshold, where the deliberate failure to
comply with a tax obligation is accompanied by aggravating factors such as if the amount of tax evaded
exceeds a certain monetary threshold, if the offence is committed repeatedly, when taxable income is
actively concealed, or when records or evidence are deliberately falsified. Alternatively, jurisdictions may
have set a very high threshold to classify tax crime, such as organised crime for profit, or tax evasion
accompanied by particularly aggravating circumstances. Common examples are included below:

Category Examples

Non-compliance offences o Failure to provide required information, documents or returns
(may apply irrespective of

intent or resul) Failure to register for tax purposes

o  Failure to keep records
o Keeping incorrect records
e Making a false statement
e Non-payment
Intentional tax offences o Destroying records
e Deliberate failure to comply with tax law to obtain financial advantage
e  Evading tax or receiving refunds by fraud or illegal practices
o Intentional reduction of tax using false documents or fictitious invoices
e Counterfeit or forged documents to reduce tax
« Intentionally or by gross negligence providing misleading information in a tax return to obtain a tax advantage
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e Fraudulently obtaining refunds or credit
e  Taxevasion in aggravated circumstances such as cases involving considerable financial benefit or conducted in
a methodical manner
o Theft from, or defrauding of the government
e Obstructing an official of the tax authority
e Accessory offences
Specific offences o Entering an arrangement that would make person unable to pay tax
e  Committing tax evasion as member of an organised criminal group
e Commercial commission of tax evasion
o lllegal use of “zappers” or other automated sale suppression software or devices
o Identity theft

9. Jurisdictions should also criminalise the act of aiding, abetting, facilitating or enabling the
commission of a tax offence by others, or conspiracy to commit a tax offence, (“accessories”), such as
actions taken by professional enablers (see below).

10. Jurisdictions may, for example, include these criminal offences within a statute or code covering
all criminal activities, in a general tax act, in their income tax or VAT statutes, or other specific statutes.
Whichever approaches are used, the legal provisions should state the elements that constitute the crime.
This includes articulating the specific conduct or activity that constitutes the criminal act, as well as the
required mental state of the person in committing the activity (such as intention, recklessness or gross
negligence). These offences should be laid down in statutes by using clear terms, which would prevent
potential disagreements and misunderstandings regarding terminology by both taxpayers and the criminal
justice system.

11. In addition to prosecuting individuals, jurisdictions should be able to prosecute legal persons and
legal arrangements for committing a tax crime. For example, where tax evasion has been conducted by a
company, there may not be an identifiable individual responsible for the crime, but the criminal actions may
have occurred because of the combined actions of several persons undertaken in their capacity as
representatives of the company. The law may hold the legal person or arrangement criminally liable for the
crime, and also impose punishment on key actors such as directors, officers, agents or key employees of
the legal person / arrangement criminally liable. The ability to hold entities criminally responsible amongst
survey respondents is as follows:
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Figure 1.1. The ability to hold entities criminally responsible

Is it possible to hold legal entities criminally liable for criminal tax
offences?

Argentina,
Australia, Austria,
Canada, Czech
Republic, France,
Honduras,
Hungary, Iceland,
Ireland, Israel,
Japan, Korea,
Mexico,
Netherlands, New
Zealand, Norway,
South Africa,
Spain, Sweden,
Switzerland, US,
UK

=Yes =No

A criminal sanction applies if the offence is proven

12. The legal provision should include a penalty if the elements of the crime are proven. Penalties
should be designed to encourage compliance and prevent non-compliance by providing a credible threat.
Any statute of limitations on imposing a criminal penalty should reflect the seriousness of the crime and
the prescribed punishment. A practical consequence of having a sufficiently long statute of limitations for
serious crimes is that it provides agencies with sufficient time to identify and prosecute criminal acts. This

is especially important in respect of complex cases which can take a long time to successfully investigate
and prosecute.
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Figure 1.2. Maximum prison sentence for a tax offence (years) — income tax and VAT
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1. Korean law provides that cases of aggravated tax evasion, where the amount of evaded tax is over KRW 500 million in a year, can be
sentenced to imprisonment for an indefinite term.

2. South Africa notes that it is able to secure significantly longer sentences where there are multiple offences and the sum of the sentences run
consecutively or, where it is successful, under the common law offence of fraud.

More serious offences are punishable by more serious criminal sanctions

13. There is a range of behaviour that can constitute a tax crime. In order to achieve the objectives of
criminalising tax offences stated above, more serious behaviour or crimes committed in graver
circumstances should be punishable by more serious criminal sanctions, proportionate to the nature of the
offence.

14. As discussed above, each jurisdiction will have its own approach to categorising the types of
offences and their seriousness. Whatever the approach is, the seriousness of the offence should be
reflected in the seriousness of the consequences for the offender.

A penalty regime is in place for prosecuting professional enablers

15. Even though the majority of professionals are law-abiding and play an important role in assisting
businesses and individuals to understand and comply with the law, jurisdictions should have a penalty
regime in place to tackle the small sub-set of professionals who use their skills and knowledge to facilitate
the commission of tax and other financial crimes by their clients. Such professionals, which may include
lawyers, accountants and tax advisors, play an integral role in making it easier for taxpayers to defraud the
government and evade tax obligations, including by designing non-transparent structures and schemes to
conceal the true identity of the individuals behind the illegal activities undertaken.
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16. Governments have increasingly recognised the need to actively pursue these professional
enablers. Several jurisdictions responded that accessories, including professional enablers, are criminally
responsible, and in most cases can be held liable for the same offence and the same criminal sanction. In
some cases, the person can be liable for an increased penalty, such as where they are a tax professional
and their facilitation of the offence is considered to be an aggravating factor. There are also jurisdictions
which also apply significant civil penalties for professional enablers or promoters. A breakdown of this,
based on survey data, is shown below:

Table 1.1. Types of regimes in places for prosecuting professional enablers

May be prosecuted under general rules Special penalty regime in place Non-criminal sanction
for primary or secondary offenders
Austria Argentina! Australia

Azerbaijan Chile2 France?
Brazil Israel Netherlands*
Canada Italy Irelands
Colombia Korea
Costa Rica Mexico
Czech Republict Sweden
France United Kingdom
Georgia United States
Germany
Greece
Honduras
Hungary
Japan
Netherlands
New Zealand
Norway
South Africa
Spain
Switzerland

1. Special sanction for professional enablers on the Tax Crimes Law.

2. Special offence in the Tax Code.

3. France may apply both the general rules of primary/secondary criminal participation and an administrative sanction.

4. The Netherlands may apply both the general rules of primary/secondary criminal participation and an administrative sanction.
5. Sanctions, including disqualification, may be applied by the professional governing bodies.

6. May be considered an aggravating circumstance.

Criminal sanctions are applied in practice

17. The law that criminalises tax offences should be enforced. Where the offence is proven in a court
proceeding, the criminal sanction that is most likely to be effective and is appropriate to the facts and
circumstances should be applied. Penalties should be applied fairly and consistently.

18. Depending on the case, imposing a monetary penalty may be appropriate. For example, in respect
of surveyed jurisdictions where data was available, fines were imposed by the competent authorities in
respect of violations of the tax law for over EUR 1.4 billion in 2017.

19. It may be appropriate for alternative types of criminal sanctions to apply, depending on the relevant
case. These can include community service, “naming and shaming” offenders or enablers, disqualification
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from holding certain offices, suspension of licence or other privileges, specific orders to forfeit or return
assets, or a combination of the above.

20. 9 of the 31 surveyed jurisdictions responded that they have used sanctions other than
imprisonment or a fine between 2015 and 2018."

Figure 1.3. Alternative sanctions imposed between 2015 and 2018 in respect of tax offences

® Financial sanction (e.g. non-fine
monetary payment, compensation,
asset forfeiture)

= Community service

= Restriction on employement /
services / profession / holding office

® "Naming and shaming" in media /
publication

u Personal restriction (e.g. travel,
driving, home / community detention,
suspended sentence)

= Other (good behaviour, probation,
public work)
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Note

' Australia, Azerbaijan, Canada, Czech Republic, France, Georgia, Mexico, New Zealand, United States.
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Principle 2 Devise an effective strategy
for addressing tax crimes

In order to ensure the effectiveness of the law on tax crimes, jurisdictions
should have a strategy for addressing tax crimes. The strategy should be
regularly reviewed and monitored.

Introduction

21. To be most effective in addressing tax crimes, tax authorities need to have a range of strategies
for encouraging compliance, to effectively respond to the different attitudes of taxpayers to complying with
their obligations. To ensure that the laws related to tax crimes are effective in practice, a coherent strategy
for enforcing the law should be devised. An overall strategy can be described as a document which states
the objective of the tax authorities, identifies the relevant risks of non-compliance with the tax law, and sets
out the plan for addressing those risks. There should be buy-in from senior officials who are accountable
for delivering the overall strategy.

22. Generally, there should be an overall tax compliance strategy that covers the full range of
compliance, from encouraging voluntary compliance, dealing with inadvertent non-compliance, to
avoidance, evasion and serious crime. However, the specific strategy would be based on each
jurisdiction’s legal system, policy context, legislative environment and general structure of law
enforcement. The figure below sets out examples of measures that can be taken to enhance compliance.
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Identifying the risks and threats

23. A strategy may be most effective if a threat assessment is first undertaken, because knowing the
relevant threats will ensure the response can be targeted to address those threats. All tax authorities have
a finite level of resources, which must be allocated efficiently on the basis of priorities. To do this, the tax
authority should have a process for identifying the threats that are posed to the enforcement of the tax
laws, and how serious these are. Ideally a threat assessment will include current, emerging and future
risks.

24. The benefit of conducting regular threat assessments is that it provides a structured basis for
actively considering the current, emerging and future risks. Such a process supports improved decision-
making by informed priority setting on how to address the various degrees of non-compliance, including
combatting tax crimes, more effectively.

25. A threat assessment identifies the specific risks of tax crimes that are prevalent in the jurisdiction.
This should take into account the particular context or environment (cultural, political, legal, economic and
technological), and where relevant, draw on the insights of other agencies responsible for fighting financial
crimes. It can be effective to prioritise the threats in terms of the likelihood and the impact if such threats
are realised.

26. A number of surveyed jurisdictions take steps to identify and assess the threats on an ongoing
basis. This often takes the form of regular environmental scans, intelligence and trend / forecast analysis.
A wide range of intelligence sources tend to be taken into account to identify emerging threats, such as all
available information from the tax authority, observations of investigators and feedback from completed
cases, asset databases, currency transaction data, open source intelligence, and intelligence from other
agencies such as police, social services, prosecution, corruption, procurement, labour agencies, customs,
immigration or border authorities, as well as from the private sector and from members of the public.
Several jurisdictions reported that the analysis of the threats considers the possible revenue impact,
frequency of the threat, likelihood of threat materialising and coherence with other strategic priorities.
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27. The results of the threat assessment may assist in identifying specific needs, such as to establish
a cross-agency task force to address a particular risk, to launch a public awareness campaign, to build
technical capacity in a particular area, to engage with the private sector or to inform the need for changes
in the law.

Key elements of an overall strategy

28. There are many different ways of designing an overall strategy. The following diagram illustrates
a possible approach to preparing a strategy, including the need for the results to feedback into the revision
of the strategy.

Operating Context

Identify risks

Assess and priortise risks

Monitor performance I Evaluate compliance
against plan outcomes

Analyze compliance behavior
(causes and options for treatment)

Determine treatment strategies
1

Plan and implement strategies

Source: Russell, B (2010), Revenue Administration: Developing a Taxpayer Compliance Program, International Monetary Fund, The United
States of America.

29. Taking account of the threat assessment, an effective strategy can be prepared which may include
the following elements:

o Defining the objectives / performance indicators / outputs. For example, this could be organised
around the goals of prevention, detection and enforcement.

e Articulating the resources available to address these risks (including legal powers, funding,
personnel, expertise, stakeholders in other government agencies, sources of intelligence,
investigation and enforcement tools including domestic and international co-operation).

e Identifying the challenges for the tax authority in being able to address the risks and how those
challenges can be mitigated.

o Devising an operational plan for achieving the objectives for the identified risks, using the available
resources and tools and including criminal law enforcement.

e Preparing a communications strategy. This is important in order to shape public perceptions and
behaviour, as it can be a reminder of the serious criminal sanctions that can be imposed and act
as a deterrent when high profile cases are prosecuted. It can also help to educate the public, and
build public confidence in the fair enforcement of tax laws.
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e Aplan for periodically reviewing performance and measuring the effectiveness and currency of the
compliance strategy.

30. It is important that the strategy is based on wide consultation with all relevant stakeholders such
as policy makers, investigators, enforcement and prosecution officials and other agencies such as AML
authorities, in accordance with each jurisdiction’s legal system, policy and legislative environment and
general structure of law enforcement. In particular, given that serious tax crimes are likely to raise other
matters of criminal law such as money laundering (especially as tax crimes are in most cases a predicate
offence for money laundering, as set out in Principle 7 below), jurisdictions should consider including tax
crimes in an overall serious crime strategy, or a strategy specifically for addressing financial crimes. A
number of jurisdictions prepare their strategies in co-ordination with other agencies, such as anti-
corruption, economic crime units, police, the prosecutor, financial intelligence unit, customs, securities
regulators and the ministry of justice. For example:

e Norway has a national strategy for tackling the shadow labour market and economic crime.

e Austria has both a specific Tax and Customs Compliance strategy as well as annual Internal
Security Strategy which focus more broadly on economic crime and money laundering.

e The United Kingdom’s tax authority contributes to the National Strategic Assessment for Serious
and Organised Crime.

31. It is also important that the strategy for addressing tax crimes includes a mechanism for criminal
and non-criminal tax officials to share expertise, processes and intelligence. This is because the officials
responsible for non-criminal tax matters and for criminal matters will often have a symbiotic relationship;
for example, the non-criminal function will have relevant intelligence for investigating tax crimes, both on
specific cases as well as general trends. Likewise, the criminal function will also have information relevant
for civil tax compliance, including on cases where it was not possible to pursue a criminal conviction but
where a civil audit may be appropriate, or where information about a criminal conviction may be useful in
taking forward a civil process.

32. Strategic co-ordination between the criminal and non-criminal tax officials can help to ensure a
coherent use of resources, efficient prioritisation of cases and avoid duplication of efforts by both the tax
administration and criminal law enforcement officials. It should also increase taxpayer compliance overall,
provide a deterrent effect when the public is aware of the effective co-operation between the criminal and
non-criminal functions, and enhance the perceived fairness for the compliant taxpayer. This co-ordination
will have to also take into account mechanisms for protecting the rights of a person if and when a matter
has criminal aspects (see Principles 6 and 10 for further information).

33. All surveyed jurisdictions had a process for civil tax officials to refer suspicions of tax crimes to the
relevant law enforcement authority, and in most cases there was a legal obligation to do so. Key features
which ensured the effectiveness of this process included training for civil tax officials to be able to identify
indicators of a crime; having a clearly identified and central contact point for sending referrals; using a
standard form that ensured all relevant data was captured for use by the criminal investigation authority;
and meetings for feedback between the civil and criminal investigators including during the process for
deciding how to proceed with the individual referrals.

34. The exact steps for referrals will depend on each jurisdiction’s legal and operational framework.
For instance, civil tax auditors in jurisdictions such as Argentina and in Brazil have a legal obligation to
report any suspicion of crime, including tax crime, to the competent law enforcement agencies.

35. In France, suspicions of tax crime leading to tax recalls of over EUR 100 000 are directly referred
to the public prosecution service. Cases of less than EUR 100 000 are submitted to the Commission des
Infractions Fiscales (CIF), an independent administrative authority mandated to analyse the referral before
directing it to the prosecution service. France notes that it had compulsorily referred 965 civil tax audits for
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criminal investigation in 2019, and that the CIF had allowed the commencement of further 672 criminal
investigations for tax fraud of less than EUR 100 000 in the same period.

36. Referrals of suspicions of tax crime are taken into account in the Key Performance Indicators of
Canada’s revenue agency.

Jurisdiction examples of strategies for addressing tax crimes

37. The United Kingdom has a range of documents that contribute to its overall strategy for the
prevention, investigation, and prosecution of tax crimes. In March 2019, Her Majesty’s Revenue and
Customs (HMRC), in partnership with Her Majesty’s Treasury (HMT) published the United Kingdom’s
approach to tackling tax avoidance, evasion, and other forms of noncompliance. (HMRC & HMT, 20191))
This document outlines the United Kingdom'’s strategy and approach to compliance for different taxpayers.
As part of its overall strategy, the United Kingdom conducts intensive threat assessments, and HMRC
consults with a variety of stakeholders including law enforcement agencies, other government
departments, international partners and the private sector.

38. The Netherlands’ Fiscal Intelligence and Investigation Service (FIOD), works in close co-operation
with the wider Tax and Customs Administration (NTCA), and Public Prosecution Service (OM) on what it
describes as a ‘combined enforcement practice’. The strategy calls for fast and flexible decision-making
process supported by guidelines and protocols. For example, the ‘Protocol for the Notification and
Settlement of Fiscal Offences and Offences Relating to Customs and Allowances’ describes how the
NTCA, FIOD, and OM make a joint decision on whether or not to open a criminal investigation into tax and
customs offences. The protocol sets out criteria for when a matter becomes eligible for possible criminal
proceedings (based on intentional acts, amounts involved etc.). In addition, the three bodies also agree on
an ‘Enforcement Strategy Arrangement’ on an annual basis, which sets out a plan for dealing with violations
of tax, financial, and economical laws and regulations including co-operation agreements between
enforcement partners, the deployment of interventions, the impact of prosecution on society, and future
developments. The use of media, digitalisation, innovation, and the prioritising of relevant themes are all
taken into account in this strategy.

39. Israel’s tax crime strategy seeks to deepen the co-operation between the Israeli Police, the Israeli
Tax Authority (ITA), the Securities Authority, the Ministry of Justice, the Antitrust Authority, and the AML
authority. The result of the strategy is a new combined enforcement structure, which enhances the ability
of these agencies to conduct joint enforcement operations. Israel notes that the new enforcement structure
resulted in a number of investigations that would otherwise not have been possible, whereby each agency
contributes its own expertise. Furthermore, ITA conducts meetings with law and tax professionals (from
associations such as the Israel Bar, the Accountants Council and tax consultants), in order to promote
better enforcement of tax legislation.

FIGHTING TAX CRIME — THE TEN GLOBAL PRINCIPLES, SECOND EDITION © OECD 2021



| 27

Box 2.1. Risk assessment exercises for detecting involvement of professional enablers

Many jurisdictions have dedicated teams focused on compliance work specifically relating to a known
problem area, such as targeting enablers that are associated with multiple shell companies or that
market the use of offshore structures. For example, jurisdictions have collected information on
professional enablers connected to offshore service providers or firms for the purpose of utilising it in
data analytics and audit strategies. Feedback from jurisidctions shows that offshore jurisdictions known
as “hotspots” of activity for specific evasion structures are often utilised repeatedly by the same
professional enablers. Once a particular structure or nefarious service provider is uncovered, this gives
tax authorities the ability to target other structures established by the same professional enablers.
However, feedback also shows that these hotspots can fluctuate, for example in response to detection
or where a new strategy is devised, and therefore national professional enabler strategies need to be
flexible to adapt to new information and intelligence received.

For risk assessment exercises to include an analysis involvement of professional enablers, some of the
following indicators could be deployed:

e A company is not found at the declared premises

e Addresses of entities or directors which are not traceable

e Multiple shell companies from the same address

e Multiple companies with directors in common

e Company’s address registered at a P.O. Box address known for illegitimate businesses
e Professionals with a high turnover of business relating to liquidation of small companies

e Professionals that promote tax schemes on the basis of premium or contingent fees,
orcontractual protection that guarantees coverage of any financial liabilities resulting from
the tax strategy

e Where one individual is attributed as a director multiple times, the extent to which the
provision of substantial and meaningful directorship services could not be feasible

e Tax intermediaries with poor tax compliance and filing history « Persons with association to
known professional enablers

e Persons with association to known tax evasion structures

e Persons with association to known offshore structures that obscure beneficial ownership to
facilitate fraudulent behaviour

Source: OECD (2021), Ending the Shell Game: Cracking down on the Professionals who enable Tax and White Collar Crimes, OECD
Publishing, Paris.
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Principle 3 Have adequate investigative
powers

Jurisdictions must have appropriate investigative powers to successfully
investigate tax crimes.

Introduction

40. The standard purpose of a criminal (tax) investigation is to find the truth by investigating the alleged
criminal (tax) behaviour. In conducting an investigation, criminal investigators will generally seek to find
and analyse information for the purposes of determining whether or not a crime has been committed.
Investigations can result in finding both incriminating (“inculpatory”) evidence and evidence that confirms
innocence (“exculpatory evidence”). This is used for prosecution authorities to decide whether or not to
prosecute the accused. As criminals seek to hide the criminal nature of their conduct, criminal law
enforcement agencies need an appropriate range of investigative powers in order to obtain the necessary
information. In particular, in the context of investigating tax offences, there is significant value in being able
to effectively investigate the source and movement of financial assets. This can be essential to establish
the commission of fraud, and to identify the role of an intermediary or accessory, even where the assets
themselves have been moved.

41. Depending on which agency has responsibility for investigating tax crimes (see Principle 5 for
more details), the nature and extent of investigatory powers in a particular agency may vary. In general,
the competency for conducting criminal tax investigations will fall within one of these four models, as
described in the Effective Inter-agency Co-operation In Fighting Tax Crimes And Other Financial Crimes,
Third Edition, 2017 (the “Rome Report”) (OECD, 20171)).
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General Organisational Models for Investigating Tax Crimes

Model 1 Model 2 Model 3 Model 4
Tax administration directs and Tax administration conducts Specialist agency outside tax Police or public prosecutor
conducts investigations investigations, directed by administration conducts tax conduct investigations
prosecutor offence investigations, which may

involve public prosecutors

42. A tax administration conducting criminal tax investigations under organisational Model 1 may not
always have the full range of investigative powers, expertise or resources, such as the ability to search
and seize, intercept communications and demand production of documents. If the tax administration is
responsible for conducting criminal tax investigations but does not have the full range of investigative
powers itself, these powers should still be available indirectly where needed, such as through the ability to
call on the police or another agency to provide investigatory services.

43. Under organisational Model 2 and under Model 4, where the police or public prosecutor conducts
and/or directs the investigations, the investigative powers will most likely be similar to the investigative
powers of the police conducting other financial investigations. Under Model 3, an agency separate to the
tax administration is responsible for investigating tax crime cases, and the investigative powers are also
likely to be similar to the investigative powers of the police.

44, Whichever organisational model is used, the agencies responsible for investigating tax offences
should have the investigative powers that it considers are necessary and effective in the context of its own
mandate, and taking into account the ability to work with other law enforcement agencies which may have
additional powers. These investigative powers should allow accessing information and evidence in the
digital world in addition to the more traditional sources of information.

45, The availability of relevant investigative powers amongst survey respondents is set out below.
Throughout this section of the guide, it is noted that the precise circumstances and legal procedures that
need to be followed in order to use such powers vary. The representation of jurisdictions as having “direct
powers” is not intended to reflect that the power can be used in all investigations of a tax offence, but that
the agency is able to exercise the powers itself in the authorised circumstances (including circumstances
where a warrant or court authorisation is granted to the agency). The reference to having indirect powers
via another agency reflects an arrangement where the power would be exercised by a different agency
outside the criminal tax investigation agency, such as by the police.

Powers to obtain third party documentary information

46. The power to obtain information may be needed to access documents and information from
financial institutions and other third parties. These powers require a third party to hand over documents or
information within a specified amount of time. If the demand is not met, more intrusive powers that involve
a physical search of property or digital media may follow. The power to obtain third party documentary
information is particularly appropriate where the information sought is not readily available in a physical
form (e.g. banks which do not maintain paper copies of a customer's bank statements or
telecommunications providers’ data) since this power allows the third party time to collect the demanded
material. These powers can take the form of a subpoena, production order, or other powers to demand or
compel the handing over of documentary information. This power is available in survey respondents as
follows:
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Table 3.1. Powers to obtain third party documentary information

Full direct powers Indirect powers via another agency Not available
Agency responsible for tax crime investigation Agency responsible for tax crime investigation
can be authorised to exercise the power itself can seek assistance of another agency to
exercise the power on its behalf

Argentina Germany?® The Netherlands Australia't

Australia’ Greecet New Zealand Brazil

Austria Honduras Norway Sweden'?

Azerbaijan Hungary South Africa

Canada Iceland Spaing

Chile Ireland Sweden?®

Colombia Israel Switzerland'0

Costa Rica? Italy United States

Czech Republic3 Japan United Kingdom

France Korea

Georgia* Mexico”

1. AFP.

2. Civil investigators have the power to obtain documents for third parties without a warrant (except in the case of financial information, in which
case it requires judicial authorization). The Prosecutor’s Office can also use this power, but only after obtaining a warrant from a judge.

3. Police.

4. Investigators must submit a written request to the court, which then decides whether or not to grant a warrant to obtain third party documents.
5. A court order is generally required. An exception applies in cases where a court order cannot be obtained without endangering the purpose
of the measure.

6. FPD, YEDDE and FIU.

7. SAT and PFF can gather and analyse all documents and information related to the commission of criminal tax offences, as well as request,
obtain and analyse information from third parties.

8. Outside of tax information, AT relies on the Custom Investigation Service, Police, and the Anti-Corruption Prosecutor to obtain documents
from third parties.

9. SECA.

10. Restriction for the cantonal tax administrations: not from Banks directly.

11. ATO.

12. STA-TFIU.

47. It is noted that this particular investigatory power may have the same purpose as the civil powers
of tax examiners and tax auditors when conducting a civil tax examination, which is to obtain information.
Since procedural safeguards should apply once a civil examination becomes a criminal investigation, in
order to protect a suspect’s rights it is important to identify the point at which that line is crossed (see
Principle 10). In some jurisdictions civil actions need to cease at this point, while in others civil powers to
obtain information for the purposes of the civil examination / audit may still be deployed and may run
parallel to a criminal investigation.

48. However, deploying civil powers for the purposes of the criminal investigation may constitute an
abuse of powers and any evidence obtained may be inadmissible in court. Procedural safeguards are of
particular importance under the organisational “Model 1” referred to above, where the tax administration
conducts civil examinations or audits and also has the authority to conduct criminal investigations. In such
a model it is important to take measures or implement an organisational structure or standard operating
procedure that prevents interference of civil audits / examinations with criminal investigations to prevent
an abuse of powers occurring.

Search powers

49. This investigative power refers to the search of property and the ability to search and seize physical
evidence such as books and records and other materials that may be evidence of a tax crime. This power
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generally also allows the investigating authority to use reasonable force to enter the property if needed.
This power is available in survey respondents as follows:

Table 3.2. Search powers

Full direct powers Indirect powers via another agency Not available
Agency responsible for tax crime investigation can be authorised to Agency responsible for tax crime investigation can
exercise the power itself seek assistance of another agency to exercise the
power on its behalf
Argentina Georgia The Netherlands Australia” Switzerland®
Australia’ Germany New Zealand Honduras
Austria Greece? Norway Italy
Azerbaijan Hungary South Africa Swedens
Canada Iceland Spain#
Colombia Ireland Swedens
Costa Rica Israel Switzerland®
Brazil Italy United Kingdom
Czech Republic? Japan United States
Finland Korea
France Mexico
1. AFP.
2. Police.

3. FPD, YEDDE and FIU.

4. Requests are channeled through the Anti-Corruption Prosecutor and the Customs Investigation Service or the police.
5. SECA.

6. Federal tax administration or a public prosecutor.

7. ATO.

8. STA-TFIU.

9. Cantonal tax administrations.

50. Search powers should be accompanied by corresponding safeguards that respect a person’s right
to privacy and to be free from “unreasonable” search. As such, search powers may be limited by a
requirement that there are reasonable grounds to believe that a crime has been committed and that
procedural authorisations be obtained such as a search warrant.

Power to intercept mail and telecommunications

51. This refers to the power to review a person’s communications, including e-mails, on-line chats,
social media, tracking devices and dial number recorders (devices which record incoming and outgoing
telephone numbers), keyboard loggers, internet routing addressing, communications using the dark web
and many other types of interceptions. This can be an important source of information to establish further
inculpatory or exculpatory evidence, to establish a basis to obtain a search warrant, to identify potential
search locations, associated persons and co-conspirators to the crime, and to identify criminal assets.
Experience from jurisdictions shows that the power to intercept communications varies, as it is a relatively
intrusive power and which may be used only in the most serious cases. This power is available in survey
respondents as follows:
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Table 3.3. Power to Intercept Mail and Telecommunications

Full direct powers Indirect powers via another agency Not available
Agency responsible for tax crime investigation ~ Agency responsible for tax crime investigation
can be authorised to exercise the power itself can seek assistance of another agency to
exercise the power on its behalf

Argentina Hungary? Australia* Honduras Chile Switzerland

Australia’ Italy Brazil Iceland Costa Rica'! United States

Austria Mexico Costa Ricas Israel® Ireland

Azerbaijan The Netherlands Czech Republict Italy Japan

Brazil Unite